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A Great Place to Discover and Learn
Vision Statement

A respectful community where we thrive and achieve our full potential as confident
life long learners

Mission Statement
Preparing for life in our ever changing world, by providing opportunities to develop

core values and a love of learning

Our core value is Respect
Our termly values: Team work, Ambition, Responsibility, Resilience, Kindness &

Independence



Great Chart Primary School

Mobile Phone Policy

This Policy explains the rules and procedures regarding the use of mobile phones at
Great Chart Primary School

Introduction and Aims

At Great Chart Primary School the welfare and well-being of our pupils is paramount. The
aim of the Mobile Phone Policy is to allow users to benefit from modern communication
technologies, whilst promoting safe and appropriate practice through establishing clear and
robust acceptable mobile user guidelines. This is achieved through balancing protection
against potential misuse with the recognition that mobile phones are effective
communication tools. It is recognised that it is the enhanced functions of many mobile
phones that cause the most concern, offering distractions and disruption to the working day,
and which are most susceptible to misuse - including the taking and distribution of indecent
images, exploitation and bullying. However as it is difficult to detect specific usage, this
policy refers to ALL mobile communication devices.

This policy applies to all individuals who have access to personal mobile phones on site.
This includes staff, volunteers, committee members, children, young people, parents, carers,
visitors and contractors. This list is not exhaustive.

This policy should also be read in relation to the following documentation: ∙ Safeguarding
Children Policy ∙ Anti-Bullying Policy ∙ Guidance on the Use of Photographic Images and
Videos of Children in Schools

● Staff are not permitted to make/receive calls/texts during contact time with children.
Emergency contact should be made via the school office.

● Staff should have their phones on silent or switched off and out of sight (e.g. in a
drawer, handbag or pocket) during class time.

● Mobile phones should not be used in a space where children are present (eg.
classroom, playground).

● Use of phones (inc. receiving/sending texts and emails) should be limited to
non-contact time when no children are present e.g. in office areas, staff room, empty
classrooms.

● It is also advised that staff security protect access to functions of their phone. ∙
Should there be exceptional circumstances (e.g. acutely sick relative, call from a
doctor), then staff should make the Headteacher/member of SLT aware of this and
can have their phone in case of having to receive an emergency call.

● Staff are not at any time permitted to use recording equipment on their mobile
phones, for example: to take recordings of children, or sharing images. Legitimate
recordings and photographs should be captured using school equipment such as
cameras and ipads.

● Staff should report any usage of mobile devices that causes them concern to the
Headteacher.



Mobile Phones for work related purposes

We recognise that mobile phones provide a useful means of communication on offsite
activities. However staff should ensure that:

● Mobile use on these occasions is appropriate and professional (and will never
include taking photographs of children).

● Mobile phones should not be used to make contact with parents during school trips –
all relevant communications should be made via the school office.

● Where parents are accompanying trips they are informed not to make contact with
other parents (via calls, text, email or social networking) during the trip or use their
phone to take photographs of children. (See School Trip Image Policy)

● If staff are using their personal phones to access work emails through the Gmail app
or other GSuite for education apps (docs, slides etc) then their phone must be
encrypted with a passcode. If the phone is lost or sold on for any reason then please
inform IT support so the app can be disabled and device secured.


